Sanjeev Tiwari

9768728999
sanjeevtiwari.77@gmail.com
In quest of a Managerial position with Quality/Information Security/Risk Management/Training/Operations Management/Internal Audits, to maximize revenue and minimize the risk using state-of-the art knowledge of technologies, processes and business practices in BFSI/Telecom/ITES/BPO sector. 

Executive Summary

· Working in NSE.IT LTD. (A 100% subsidiary of National Stock Exchange Of India ) as Assistant Manager - PAN India( Quality And Compliance ) delivering process Improvements through ISO 9001:2008 and ISO 27001:2005 Implementation. Responsible as Lead Auditor and Management Representative for the organization's 224 centres across India.
· Worked in Epicenter Technologies Pvt. LTD. as Assistant Manager (Business Process And Risk Management System) delivering process improvements through ISO 9001:2008, ISO 27001:2005, PAS 99:2006, PCI DSS2.0 implementation. Responsible as Lead Auditor and Management Representative for the organization.

· An advocate of Quality Management System and Information Security Management System, with 9 years of rich experience with the potential to creatively map organizational and individual goals at micro and macro levels. Empowered with wide Industry Experience on different financial programs such as JP Morgan CHASE, EarthLink, AMEX, Alliance Data, Applied Card Services and Direct Energy with Epicenter Technologies Pvt Ltd.

· Key responsibilities include process performance enhancement using Problem solving techniques and Statistical Analysis. Conducting process audits to ensure conformance to ISO standards and Good Business practices. Driving Standardization of floor practices across the Business Unit (BU).Handling Risk Management System to identify the potential risk and suggest and implement suitable mitigation plan to minimize the risk impact. 

· In depth knowledge of ISO 9001: 2008, ISO 27001:2005 and PCI DSS 2.0 guidelines & standards.

· Possess excellent interpersonal, communication & organizational skills with proven abilities in team management & customer relationship management.

· Enriched with values of integrity & respect for diversification, even with principles put to test.

Areas of expertise

Quality & Information Security Assurance 

· Conducting internal process audits & process reviews for ensuring strict adherence to the process parameters/systems as per ISO guidelines.

· Conducting Vendor Assessment Audits for ensuring strict adherence to the process parameters and contract requirements as per ISO guidelines.

· Conducting Induction for New Hired batch for awareness of Quality and Information Security Management System.

· Conducting Training and assessment for Quality Management System, Information Security Management System, Change Management, Incident Management, and Risk Management for the managers across the organization.
· Conducting Fair Debt Collection Practices Act (FDCPA) Training and Assessment for all US collection processes across the organization.
· Conducting Training and Assessment for Internal Auditors nominated from different departments.
Business Process & Risk Management

· Mapping business requirements and coordinating in developing and implementing processes in line with the pre-set guidelines; spearheading process transition initiatives.

· Monitoring the overall functioning of processes, identifying improvement areas and implementing adequate measures to maximize customer satisfaction level and minimizing risk impact.

Team Management

· Managing team functions viz. manpower planning, recruitment & selection, induction, performance appraisal, training, etc.

· Excellent Team Walker , proficient in managing & leading teams for running successful process operations & experience of developing procedures, service standards for business excellence.

Organisational Experience

Working as an Assistant Manager (PAN India) - Quality and Compliance with NSE.IT Ltd.

Tenure: Jul 14 - Till Date

(NSE.IT LTD. is a 100% subsidiary of National Stock Exchange of  India which is amongst top 10 Stock Exchange across the  world. NSE.IT has three verticals i.e.  Technology Infrastructure Management Services, Software Development Services  and Online Assessment Services. It has a nationwide presence with its 224 centres in almost every city of India.
Core Responsibilities:-

Quality

· Facilitating activities to foster quality management and information security awareness within the organization including 224 centres across India.

· Organizing periodic Internal Audits to check for adherence to the set requirements. 

· Documenting & implementing the Corporate level Quality & Information Security Policies.

· Reviewing Service Level Agreements of clients on boarded to prepare objectives, measurement Criteria, Benchmarking and Frequency for operations and other relevant department like Technology, Admin, Vigilance, Training and Back office etc.

· Authorizing changes and releasing Quality Management System documents.

· Managing the attestation/ certifications/ assessments to the industry compliance standards/ certifications for the business/ Organization 

· Regularly visiting BU Heads, building strong relationships at appropriate levels and monitoring overall BU & stakeholder satisfaction

· Supporting business to ensure implementation and smooth functioning of compliance framework and mitigate operational risks

· Reporting performance of the Quality Management System and communicating process improvement suggestions to Top Management

· Communicate and collaborate with internal stakeholders and customers (both at onsite and off-shore) to understand their pain areas--working to apply their insights to challenge and modify current approaches/ways of doing things

· Act as a Change Agent and work closely with Operation, Transition, Training, On-site teams and Clients to optimize Quality, Efficiency, Cost and Customer Value in multiple client engagements

Compliance

· Establish and maintain the client level compliance program which constitutes the requirements and controls to monitor, assess and report the risk of non-compliance 

· Work closely with Operation teams to obtain input of diverse views, facilitate generation of ideas, analyze operational risks (FMEA), extend support in managing client escalations (RCA/CAPA) and work across traditional functional boundaries to mitigate risks and establish common goals to deliver value to the business 

· Performing Risk assessments & suggesting mitigation measures with the Information Security Forum & the Management.

· Preparing & updating the Organization Business Continuity Plans (BCPs)

· Coordinating activities of the Information Security Forum & organize periodic Management review meets

· Ensure adherence to all relevant internal and external regulatory/ statutory requirements for a business with the agreed business objectives

· Facilitate the trainings & awareness on various compliance topics including industry best practices for the Organization and internally for the Quality & Compliance team.

· Reviewing the Security Incidents / Breaches for further analysis. Identifying improvement opportunities & learning’s (if any) and escalating them

· Authenticating and capitalizing on process performance, through Change Management leveraging Business Process Re-engineering / Improvement techniques

· Performing Internal Audits Across the organization as per ISO requirements and sending the Internal Audit Report to stakeholders.

· Follow-up with the stakeholders for Root cause analysis and Corrective Action Plan for the closure of Internal Audit findings.
Accomplishments:

· Successfully handled first surveillance audit conducted by Bureau Veritas India (BVCI) for 224 Centres across India and all the Functions at Head Office – Mumbai without any Non-Conformance.

· Successfully handled two Bi-Annual Internal audits for 224 Centres across India and all the Functions at Head Office – Mumbai. 
Worked as an Assistant Manager – BPRMS with Epicenter Technologies Pvt. Ltd.

Tenure: Mar 07  - Jul 14

(Epicenter Technologies Pvt Ltd (ETPL) is India's Leading Customer Contact Centre providing Voice Based Customer Service and Back Office Services to companies across the US, UK, Australia, Europe and Middle East.)

Core Responsibilities:-

Business Process Management

· Evangelizing the cause of and facilitating activities to foster quality management and information security awareness within the organization.

· Organizing periodic Internal Audits to check for adherence to the set requirements. 

· Documenting & implementing the Corporate level Quality & Information Security Policies. 

· Authorizing changes and releasing Quality Management System documents.

· Managing the attestation/ certifications/ assessments to the industry compliance standards/ certifications for the business/ Organization 

· Regularly visiting BU Heads, building strong relationships at appropriate levels and monitoring overall BU & stakeholder satisfaction

· Supporting business to ensure implementation and smooth functioning of compliance framework and mitigate operational risks

· Reporting performance of the Quality Management System and communicating process improvement suggestions to Top Management

· Communicate and collaborate with internal stakeholders and customers (both at onsite and off-shore) to understand their pain areas--working to apply their insights to challenge and modify current approaches/ways of doing things

· Act as a Change Agent and work closely with Operation, Transition, Training, On-site teams and Clients to optimize Quality, Efficiency, Cost and Customer Value in multiple client engagements

Risk Management & Compliance

· Establish and maintain the client level compliance program which constitutes the requirements and controls to monitor, assess and report the risk of non-compliance 

· Work closely with Operation teams to obtain input of diverse views, facilitate generation of ideas, analyze operational risks (FMEA), extend support in managing client escalations (RCA/CAPA) and work across traditional functional boundaries to mitigate risks and establish common goals to deliver value to the business 

· Performing Risk assessments & suggesting mitigation measures with the Information Security Forum & the Management.

· Preparing & updating the Organization Business Continuity Plans (BCPs)

· Coordinating activities of the Information Security Forum & organize periodic Management review meets

· Ensure adherence to all relevant internal and external regulatory/ statutory requirements for a business with the agreed business objectives

· Facilitate the trainings & awareness on various compliance topics including industry best practices for the Organization and internally for the BPRMS function

· Reviewing the Security Incidents / Breaches for further analysis. Identifying improvement opportunities & learning’s (if any) and escalating them

· Authenticating and capitalizing on process performance, through Change Management leveraging Business Process Re-engineering / Improvement techniques

· Actualizing the requirements of PCI-DSS for onsite audits

· Performing Internal Audits Across the organization as per ISO requirements and sending the Internal Audit Report to stakeholders.

· Follow-up with the stakeholders for Root cause analysis and Corrective Action Plan for the closure of Internal Audit findings.

Accomplishments:

· Successfully handled two Re-Certification Audits as MR for Integrated Management System (ISO 9001:2008 + ISO 27001:2005 + PAS 99:2006) conducted by BSI.

· Successfully handled two Continual Assessment Visit (CAV) Audit as MR for Integrated Management System (ISO 9001:2008 + ISO 27001:2005 + PAS 99:2006) conducted by BSI.

· Successfully handled three Re-Certification Audits for PCI DSS. (1st audit for PCI DSS 1.2 and 2nd & 3rd audit for PCI DSS 2.0) by ControlCase.

· Conducted Tri-Annual Internal Audit as a Lead Auditor for 3 years for 13 programs across the organization.

· Total Internal Audits conducted in last 3 years as Lead Auditor = 117

· Represented organization as a delegate in IT-GRC Annual Conference -2012 organized by ControlCase at Bangkok – Thailand in year 2012.

· Represented organization as a delegate in Compliance at 360 Degree Conference -2013 organized by ControlCase at Phuket – Thailand in year 2013.

Certifications:

· Awarded with “Shining Star” for outstanding performance in every quarterly performance review. 

· Retained and excelled all Compliances and Accreditations for the organization (ISO 9001:2000, ISO 27001:2005, PAS 99:2005, and PCI-DSS)

· Certified Lead Auditor for ISO 9001:2008 from BSi

· Certified Lead Auditor for ISO 27001:2005 from BSi

· Introductory Course in Data Privacy Law (India) by Asian School of Cyber Law
· Introductory Course in Cyber Crime Protection Program by Asian School of Cyber Law
· The Auditing for Fire Safety in the SA800 and BSCI systems by Social Accountability International
Previous Experience
3. With Zenta worked as Sr. Customer Relationship Associate for Bad Debts US Collection Process, Tenure: Dec 04 to Dec 06
4. With Kapoor Network Communication Ltd. worked as a Business Development Manager, Tenure: Jun 03 to Dec 04

5. With Sharp Market Research worked as a Business Head, Tenure: Jan 97 to Dec 02

Education

· MBA in Operations & Supply Chain Management from Pondicherry University

· BA from Kanpur University 

· Diploma in Textile Technology from SASMIRA (Worli, Mumbai)

· H.S.C from Mumbai Board 

· S.S.C from Mumbai Board

Personal Details

· Date of Birth
: 27th April, 1977
· Address

: E-105, Navjeevan Sheetal Ashish CHS, Behind MTNL Exchange Road,Mira 



  Road (E), Thane-401107
· Notice Period
: 1 Month
· Reference

: Available on request

